===
europass

Curriculum Vitae
Europass

Informazioni personali

Cognome(i) / Nome(i)  Stefano Aterno
Indirizzo(i) studio  Via dei Barbieri 6 — 00185 Roma
Cellulare

E-mail saterno@e-lex.it saterno@luiss.it

www.stefanoaterno.eu

Sito personale

Cittadinanza  Italiana

Data di nascita

maschile
Sesso

Studio Legale (attuale) www.e-lext

(fino al 2020) www.studioaterno.it

Settore professionale  Professioni legali/docente
Avvocato con pit di 27 anni di
esperienza nella professione

Cassazionistadal 25/2/2011
Socio Studio E-Lex dal1/10/2020

Professore universitario a contratto presso I'Universita LUISS, presso I'Universita di RomaTRE e presso Universita
di Foggia

Consulente privacy, data protection e aspetti giuridici della sicurezza informatica dal 2005 di alcune delle piu
importanti realta societarie nazionali e internazionali. Dal 2023 -2024 consulente NIS 2 e aspetti giuridici Al

-Certificazioni a livello internazionale (allegate):

-1SO/IEC 42001:2023 Auditor/Lead Auditor Sistemi di gestione per I'Intelligenza Artificiale

-1SO/IEC 27001 Lead Auditor (Riservatezza e sicurezza delle informazioni) dal 2012. Corso rinnovato nel 2023
-Certificato UNI 11697:2017 Data Protection Officer — KhC dal 2020

- CIFI (Certified Information Forensics Investigator) — [ISFA dal 2017

DATA PROTECTION OFFICER

Data Protection Officer di alcune realta private e pubbliche nazionali anche in ambito sanitario
Dal 2018 ad oggi

- gruppo industriale -contratto del gennaio 2018 Settore Sanitario (RSA) e Farmaceutico

- Data center
Dal 2020 al 2023 - Societa nel settore del trattamento dei dati genetici

- Associazione Teatri di Roma

- Universita statale del nord Italia
Dal 2020 a fine 2023 - Compagnia aerea internazionale
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Avvocato e attivita giudiziale

Attivita legale stragiudiziale e
consulenza:

Avvocato e attivita giudiziale:

Dal 1995 ad oggi svolge la professione forense (prima del 1998 come praticante abilitato) e si & occupato quasi
esclusivamente di processi di criminalita informatica e violazioni della normativa in materia di privacy e nuove
tecnologie in tutta Italia, svolgendo la difesa in molti procedimenti penali sia per gli imputati sia come parte civile
per le vittime dei reati

E’ stato difensore ed é difensore in alcuni dei maggiori processi in materia di Cybercrime, violazioni della privacy
e dei dati personaliin Italia, presso i Tribunali di Roma, Milano, Firenze, ed altri Tribunali italiani

Gia magistrato onorario presso il Tribunale penale di Roma
(1996 — dicembre 2000)

Dal 2023 in corso
e componente della Commissione sull’Informatica del Consiglio dell’Ordine di Roma

Avvocato e attivita di consulente:

a) ha maturato, anche prima dell’entrata in vigore del Regolamento Europeo n. 679/2016 (GDPR) esperienza di
DPO in societa private, pubbliche e partecipate (attivita ancora in corso)

b) ha maturato ben oltre gli ultimi 5 anni, in modo continuativo, esperienza di consulenza legale su tematiche
relative all’applicazione della normativa sulla protezione dei dati personali in favore di organizzazioni complesse
pubbliche e/o private (attivita ancora in corso)

c) ha maturato ben oltre gli ultimi 5 anni, in modo continuativo, esperienza di consulenza legale su tematiche
relative alla gestione e sicurezza informatica dei dati, ivi compresi gli aspetti tecnologici ad esse sottese in
favore di organizzazioni complesse pubbliche e/o private; (attivita ancora in corso)

d) ha maturato ben oltre gli ultimi 15 anni esperienza di consulenza legale su tematiche relative all’applicazione
della normativa sulla protezione dei dati personali e sugli aspetti legali della sicurezza informatica anche in
favore di societa private piccole e medie sia nel settore sanitario, sia in quello dei data center, sia della ricerca
scientifica, dell’'informatica, farmaceutico e delle piattaforme di e-learning e smart working. (attivita ancora in
corso)

e) componente della Comitato Etico di IISFA dal 19 novembre 2024

f) &€ componente della Corte d’Appello di disciplina della Federazione Medici Sportivi

g) e presente in alcuni comitati di redazione e comitati scientifici di riviste giuridiche e associazioni



Data Protection Officer

Docenze Universita e Corsi di
formazione

Data Protection Officer :

DPO ambito sanitario privato (RSA) fuori dall'ambito ASL Romal (soceita di un gruppo industriale italiano)
—dal 2018 ad oggi;

DPO ambito sanitario privato (RSA) fuori dall'ambito ASL Roma1 (societa di un gruppo industriale italiano)
dal 2018 ad oggi;

DPO ambito sanitario Privato (societa trattamento dati genetici, analisi DNA, tamponi COVID 19) con sede
fuori dalla Regione Lazio — dal 2020 ad oggi.

DPO data protection Officer (referente Studio E-Lex) di una Universita Statale (nord Italia) dal luglio 2021
ad oggi

DPO di una Societa che gestisce Data center del Nord Italia dal 29.10.2018 ad oggi

Referente DPO di una Societa Compagnia Aerea Italiana dal 1 gennaio 2022 a oggi

Docenze Universita:

Professore a contratto - cattedra di INTELLIGENZA ARTIFICIALE, MACHINE LEARNING E DIRITTO”
presso I’Universita LUISS di Roma — facolta di Giurisprudenza — dal 2023 ad oggi

Professore a contratto cattedra di Diritto Digitale e tutela dei dati personali presso I’Universita LUISS di
Roma facolta di Giurisprudenza (3anno) dal 2021/2022 ad oggi

Professore a contratto presso Universita di Foggia - corso di Laurea Magistrale in Scienze Giuridiche della
Sicurezza (4" anno) insegnamento Sicurezza informatica (6 CFU); dal 2019/2020 ad oggi

Professore a contratto presso il corso di Laurea triennale di Scienze investigative dell’Universita di Foggia
(37 anno) Laboratorio informazioni e sicurezza (6 CFU); dal 2017/2018 al 2023/2024

Professore a contratto cattedra di Sicurezza e diritto della protezione dei dati personali, presso
I’'Universita ROMA TRE — Dipartimento di Giurisprudenza; dal 2021/2022 ad oggi

Gia collaboratore confermato della cattedra di Informatica Giuridica presso I’Universita LUISS di Roma
facolta di Giurisprudenza (1*anno) — IUS /20 dal 2017 al 2019 (48 ore) con il Prof. Giovanni Buttarelli e Prof.
Cosimo Comella

Gia collaboratore della cattedra di diritto penale e diritto penale dell’Economia presso Universita LUMSA di
Roma facolta di giurisprudenza

Gia Direttore del Corso di specializzazione in Cybercrime presso la Lumsa di Roma — facolta di
Giurisprudenza —negli anni 2009 — 2010- 2011- 2017 (ore annuali 70 circa)

Gia cultore della materia nella cattedra di Diritto dell'informazione e della comunicazione presso
I"'Universita LUMSA di Roma dal 2005 al 2008.

Docenze Master:

Docente al Master di Il livello in “Responsabile della protezione dei dati personali: Data Protection Officer
e Privacy Expert” presso I'Universita di Roma Tre (anno 2020) (anno 2021);

Docente al Master di Il livello Master di Il livello in Intelligence Investigation & Security per I'anno
accademico 2020/2021- con insegnamento “La tutela dei dati personali secondo il GDPR” — Universita
LUMSA di Roma — Consorzio Humanitas

Gia Docente di diritto penale dell’'informatica e riservatezza dei dati presso il Master di Il Livello in scienze
forensi “Criminologia - Investigazione - Security - Intelligence - Universita Sapienza di Roma (dal 2007 al
2015 circa) Medicina — docenze su Codice per la protezione dei dati personali e illecito trattamento dei
dati personali; reati informatici;

gia docente di diritto penale dell'informatica presso il Master di Cybercrime e computer forensics -
dipartimento di informatica Universita Sapienza di Roma (2017- 2018), docenza su Codice per la protezione
dei dati personali e illecito trattamento dei dati personali; reati informatici;

gia Docente di diritto penale dell'informatica presso il Master Executive in Cyber Security, Digital Forensics
and Computer Crimes - Facolta di Economia e Commercio Universita Sapienza di Roma — 2019

gia docente Corso di specializzazione in Cybercrime e Cybersecurity presso la Lumsa di Roma — Facolta di
Giurisprudenza —negli anni 2009 — 2010- 2011- 2017 (ore15 circa)



Lavoro, qualifica e certificazioni

Principali attivita e responsabilita
acquisite negli anni

Tipo di attivita o settore

Date dal 2003
—in corso

Docenze Corsi di formazione:

- svolge interventi presso i corsi di specializzazione del Consiglio Superiore Magistratura in materia di
reati informatici e cybercrime, privacy (identita personale), indagini informatiche, diritto alla
riservatezza dei dati, intercettazioni, aspetti giuridici della pedopornografia, diffamazione (in Roma e a
Scandicci presso la sede della Scuola Superiore della Magistratura).

- attualmente € docente presso alcuni corsi di specializzazione delle forze di polizia (Polizia di Stato,
Carabinieri) in materia di cybercrime, indagini informatiche, diritto alla riservatezza dei dati,
intercettazioni, aspetti giuridici della pedopornografia, diffamazione on line. In passato ha tenuto lezioni
presso i corsi della Guardia di Finanza di Ostia (Accademia della GDF) sempre in materia di criminalita
informatica.

- ha svolto in qualita di docente corsi di formazione per Enti e Pubblica Amministrazione in materia di
cybercrime, sicurezza informatica e privacy (aspetti giuridici e tecnici) nonché in materia di e-
Government, firma digitale, documenti informatici e codice amministrazione digitale (a richiesta si puo
fornire I’elenco delle pubbliche amministrazioni e delle societa private nelle quali si & fatta

- formazione del personale dal 2005 ad oggi) — I'attivita & stata svolta sia per conto di societa private di
formazione sia per conto direttamente degli Enti stessi

Avvocato, docente universitario a contratto, consulente in materia di diritto delle nuove tecnologie

- avvocato, consulente e data protection officer in materia di data protection, Cybersecurity e diritto delle
nuove tecnologie per aziende private e enti pubblici

- Corso ISO/IEC 42001:2023 Sistemi di gestione dell’Intelligenza Artificiale (con la societa ITHUM) ottobre
2024;

- qualificato per la certificazione 1SO/IEC 27001 (presa nel 2013); corso ISO/IEC 27001:2022 ripetuto nel 2023;

- qualificato Data Protection Officer con lo standard Uni 11679 (con la societa KHC nel 2020); rinnovato nel
2024;

- certificato Computer Forensics CIFI (associazione IISFA)

- difensore in numerosi processi per reati informatici o per violazione dei dati personali dal 1999 ad oggi
(alcuni molto noti o tra i primi in Italia) sia in qualita di difensore degli imputati sia delle persone offese e
vittime dei reati

particolarmente esperto sugli aspetti giuridici e tecnici delle indagini informatiche e telematiche
- come avvocato in passato si € occupato anche di processi in materia di marchi e brevetti e diritto d’autore;

- ¢’ stato per molti anni of Counsel dello Studio Legale E- lex con il quale ha collaborato come esperto di
diritto penale dell’informatica e consulente in materia di protezione dei dati personali

- Dall’ottobre 2020 & socio dello Studio Legale E-LEX http://e-lex.it/

E” autore di numerosi articoli, libri e monografie nelle materie sopra indicate (I’elenco disponibile a richiesta)

Relatore in diversi convegni e seminari sul tema degli aspetti giuridici delle nuove tecnologie, cyber crime,
privacy e sicurezza informatica (elenco disponibile a richiesta)

socio fondatore (www.iisfa.net ) International Information Systems Forensics Association ('organizzazione
internazionale dei tecnici e giuristi impegnati nella promozione scientifica dell'informatica forense attraverso la
divulgazione, I'apprendimento e la certificazione riconosciuta in ambito internazionale. In Italia, IISFA & presente
dal 2007 in Italia e all’estero tra le prime associazione con focus specifico sulla "Information Forensics”

E’ presente in alcuni comitati scientifici delle maggiori riviste del settore

Svolge attivita di consulenza in materia di privacy, data protection e aspetti giuridici della sicurezza informatica
— creazione di modelli privacy e GDPR compliance, assessment e analisi dei rischi, valutazione d’impatto (DPIA),
Valutazione d’impatto sui diritti fondamentali della persona (FRIA, ai sensi del Regolamento Europeo
sull’intelligenza artificiale (Al ACT), nonché assistenza e supporto alle funzioni aziendali per gli adempimenti
relativi alla gestione della normativa privacy e sullintelligenza artificiale italiana, europea e
internazionale

Svolge attivita di consulenza in materia di responsabilita penale delle persone giuridiche ex legge n. 213 del 2001
per la redazione di modelli organizzativi con particolare riguardo ai modelli riguardanti la prevenzione del
cybercrime e alla riservatezza e sicurezza dei dati personali (alcuni enti privati nel settore sanitario del nord, del
centro d’ltalia)

Luglio 2021 - fino a luglio 2023
DPO data protection Officer (referente Studio E-Lex) di una Universita Statale (nord Italia).
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2021

E’ stato pubblicato il volume “Il diritto penale del lavoro”, A.A. V. V., per la collana denominata “Diritto

commerciale d’'impresa”, nel quale é autore del Capitolo, “La tutela della dignita nello statuto dei lavoratori:
privacy e controlli. profili penalistici dello smartworking”

Nel 2021
E’ stato pubblicato il Manuale “Cyber forensics e delle indagini digitali” edizioni Giappichelli di cui & autore insieme
a Francesco Cajani, Gerardo Costabile e Donatella Curtotti,

Gennaio 2020 — dicembre 2020

ha svolto attivita di consulenza su privacy e aspetti giuridici della sicurezza informatica per SOGEI Spa, societa in
house con la pubblica amministrazione che gestisce il sistema della fiscalita in Italia a seguito di un evento
informatico che I'ha riguardata in veste di responsabile del trattamento dei dati; si € anche occupato di
supportare le diverse funzioni aziendali tecniche sulle analisi del rischio (risk management) e sulle applicazioni
informatiche (servizi Ict), valutazione d’impatto e privacy by design.

Il 4 febbraio 2020 e stato sentito in qualita di esperto dalla Commissione parlamentare Giustizia del Senato della
Repubblica in merito alla proposta di legge sul Captatore informatico (Trojan) e alle modifiche al codice di
procedura penale

Anno 2020 modalita on line - incarico presso il Ministero di Giustizia — Dipartimento amministrazione
polizia penitenziaria (D.A.P) Corso di formazione funzionari contabili. Il valore della privacy nella
normativa interna e comunitaria

Nel 2019 ha svolto n. 3 seminari come Docente Corso specializzazione Scuola di Superiore
Magistratura — Firenze - Scandicci:

- “Identita digitale”;
- “Prova digitale e mobile forencis secondo la giurisprudenza”;

-“Sull’acquisizione della prova digitale” quest’ultimo in occasione di un corso di formazione di
magistrati europeo organizzato dall’ European Judicial Training Network (EJTN) di Brusselles.(26 e 27
settembre 2019, Firenze, Scandicci)

Dal 13 maggio 2019 -> attivita ancora in corso
E’ stato chiamato a svolgere attivita di difesa in sede penale per conto di un ordine professionale
(Consiglio Ordine di Roma) che ha subito tra aprile e maggio un importante attacco informatico

Dai primi giorni di maggio 2019 - attivita ancora in corso

E’ stato chiamato a svolgere attivita di difesa in sede penale e consulenza per la tutela della sicurezza
dei dati personali per conto di un ente pubblico che ha subito ad aprile un importante attacco
informatico

Da novembre 2018 -> attivita ancora in corso
Data protection officer di una societa multinazionale titolare di un data center nel nord Italia

Da maggio 2018 - attivita ancora in corso
Data protection officer di un gruppo industriale italiano nel campo della vendita di prodotti medicali
e farmaceutici con alcune societa impegnate anche in altri settori di mercato.

Da aprile 2018 - 2019
Data protection officer presso un ente di diritto sportivo calcistico federale

Da ottobre 2017 - pubblicati 2019
Autore di alcuni commenti alle riforme legislative in materia delle intercettazioni (Manuale su
Cybercrime, Cedam, 2019)

Co-Autore Commentario sul Regolamento europeo privacy n. 679/2016 e dlgs n. 101 del 2018
(pubblicato ottobre 2018 per Wolters e Kluwer)

Da fine maggio a fine giugno 2018 (concluso)
ha svolto attivita di consulenza legale in materia di GDRP per conto di un ente istituzionale al fine di
effettuare un assessment generale e pianificare gli adempimenti necessari



Date

Lavoro o posizione ricoperti

Principali attivita e responsabilita

Dal Marzo 2017 -» 2018 - 2019

Docente “aspetti giuridici e tecnici dell’informatica forense” presso Corsi ISTI — Istituto tecnico
superiore Arma dei carabinieri - Velletri

2018 > 2019

Docente “Aspetti giuridici informatica forense” presso Corso D.A.C. (Direzione Anti Crimine della Polizia di Stato)
—Nettuno

2 e 3 Febbraio 2017
Docente Corso specializzazione Scuola di Formazione CSM — Scandicci: “Art. 234 bis cpp e acquisizione all’estero
di dati informatici”

Da Agosto 2017 ad aprile 2018 circa

E stato chiamato ad occuparsi, in qualita di legale esperto, di un attacco informatico a sistemi informatici e
telematici ed ha collaborato con I'avvocato di un’associazione vittima degli attacchi al fine di redigere la querela
e di adempiere agli obblighi previsti dalla normativa e dai provvedimenti delle Autorita di controllo

Dal settembre 2016 - al dicembre 2016
consulente in materia di privacy e aspetti giuridici della sicurezza informatica e cybercrime per importante societa
multinazionale inglese operatore telefonico/telematico

Dal luglio 2016 - aprile 2018
consulente privacy a contratto con ente di diritto sportivo

Luglio 2016 — 2017 - 2018 -

incarico presso il Ministero di Giustizia — Dipartimento amministrazione polizia penitenziaria (D.A.P) per alcune
ore di docenza per i ruoli tecnici della polizia in materia di aspetti giuridici della privacy e della riservatezza dei
dati personali

Giugno 2016 — incarico presso il Ministero di Giustizia — Dipartimento amministrazione polizia penitenziaria
(D.A.P) per alcune ore di docenza per i ruoli tecnici della polizia in materia di cybercrime, aspetti giuridici e

giurisprudenziali dei reati informatici

Maggio —Giugno-Luglio 2016 — € stato incaricato in attivita di consulenza per redazione parere pro-veritate in
materia di privacy (aspetti giuridici e tecnici) presso ALITALIA spa (compagnia aerea multinazionale)

Giugno 2016 partecipazione in conference audio/video a E-privacy summer 2016 sul tema “Captatore
informatico: quale futuro e quali norme”

Aprile — Maggio 2016 — Corsi di formazione del personale sul Regolamento Europeo della privacy a Torino, Roma,
Padova, societa private

Ottobre 2015/ giugno 2017 - per la casa editrice Wolters e Kluwer- Ipsoa —, per commentario al Codice di
procedura penale 2016 - consegna il commento all’articolo 234 bis del codice di procedura penale su

“Acquisizione di dati informatici all’estero senza rogatoria”

Ottobre 2015 - commento all’articolo 234 bis del codice di procedura penale per la rivista “Archivio Penale”.

10 Luglio 2015 - luglio 2017

e stato contattato da alcuni esponenti del parlamento italiano e di gruppi parlamentari nello studio, analisi ed
elaborazione di un testo normativo per introdurre lo strumento del “Trojan di Stato” o “captatore informatico”
nel nostro ordinamento

2 Luglio 2015 — Camera dei deputati — sala Gruppi Parlamentari — nel corso del seminario E-privacy — ha
effettuato intervento dal tema “La sicurezza come diritto di liberta e il ruolo della privacy nel prossimo futuro”

16 maggio 2015 lIsfa Forum Roma - intervento sul nuovo art. 234 bis del codice di procedura penale
21 Maggio 2015 Csm — formazione decentrata magistrati — la diffamazione on line

6 Maggio 2015 - IV Corso di investigazioni informatiche — Scuola di Polizia — Cesena — reati informatici

Dal giugno 2014 - 2019

Consulente privacy e aspetti giuridici della sicurezza informatica
Societa privata in house con la pubblica amministrazione che gestisce il sistema informatico della fiscalita in Italia

In relaziona alla quale, tra gli altri ha analizzato la conformita delle procedure organizzative aziendali alle nuove
prescrizioni dettate dal Garante della Privacy; nonché supportato e assistito nell’adeguamento delle procedure
interne e del manuale della sicurezza e della privacy;



Date

Lavoro o posizione ricoperti

Principali attivita e responsabilita

Nome e indirizzo consulenza

Tipo di attivita o settore

Date
Lavoro o posizione ricoperti

Date

Lavoro o posizione ricoperti
Principali attivita e responsabilita

Nome e indirizzo del datore di lavoro

Date

Lavoro o posizione ricoperti

Principali attivita e responsabilita

Tipo di attivita o settore
Date
Lavoro o posizione ricoperti

Principali attivita e responsabilita

Nome e indirizzo del datore di lavoro
Tipo di attivita o settore

Date
Lavoro o posizione ricoperti

Principali attivita e responsabilita

Nome e indirizzo del datore di lavoro

Tipo di attivita o settore

Date

Lavoro o posizione ricoperti

Principali attivita e responsabilita

Nome e indirizzo del datore di lavoro

Dal 1.1.2008 -> ancora in corso

Consulente su aspetti giuridici e tecnici privacy e cybercrime in societa multinazionale gestore telefonia e
Internet Service Provider e Cloud provider.

Analisi, verifica aspetti giuridici questioni privacy, controllo processi sulle misure di sicurezza privacy, pareri,
Documento programmatico della sicurezza, controllo richieste tabulati telefonici avvocatura, privati e forze
dell’ordine, modulistica privacy, aspetti teorico-pratici reati informatici e sistemi antifrode; interpretazione
normativa nazionale e europea. Prestazioni obbligatorie art. 96 Cod Com.

Compagnia telefonica multinazionale straniera operante in Italia

Consulenza ed assistenza stragiudiziale in materia di privacy, diritto penale delle nuove tecnologie e
dell’internet;

Dal giugno 2012 - 2016
Consulente privacy e aspetti giuridici della sicurezza informatica in ausilio al Modello Organizzativo L. 231/2001
- Societa privata operante nell’ambito sistema sanitario e Case di cura e degenza anziani — Roma e Lodi

Anni 2009 -2010 - 2011- 2017.

Professore presso il Corso di diritto penale dell'informatica (Responsabile e docente del corso)
Docenza annuale in materia diritto penale dell’informatica (reati informatici, privacy e computer forensics

Facolta di giurisprudenza dell’Universita LUMSA di Roma

Anno 2007 - 2011

Consulente e attivita di docente nei corsi di formazione su tutta la materia della privacy di Ente pubblico
partecipato dallo Stato -

Analisi, verifica aspetti giuridici questioni privacy, controllo processi sulle misure di sicurezza privacy, pareri,
Documento programmatico della sicurezza, modulistica privacy, aspetti teorico-pratici reati informatici e sistemi
antifrode, questioni in tema di data retention.

Societa multinazionale partecipata dallo stato al 100% (natura giuridica di diritto privato Spa; giuridicamente Ente
pubblico come stabilito dal Consiglio di Stato); (consulenze e formazione del personale anche (ma non solo)
attraverso contratti con loro Fornitori); compresa la formazione del personale dirigenziale.

Consulente esperto in cybercrime e privacy (protezione dei dati personali)

2010- 2011
Consulente su tutta la materia della privacy e riservatezza dei dati dell’azienda nonché utilizzo sistemi informatici
aziendali Azienda multinazionale trasporto aereo

Analisi, verifica aspetti giuridici questioni privacy, redazione e controllo processi su policy aziendali in tema di
privacy e sicurezza, pareri, modulistica privacy, aspetti teorico-pratici reati informatici e sistemi antifrode,
questioni riservate interne antifrode, indagini difensive e divieto di controllo lavoratori/dipendenti

Azienda multinazionale del trasporto Aereo

Consulente esperto in materia di cybercrime e privacy

01/11/2007 — novembre 2012
Docente cattedra informatica giuridica (privacy, computer forensics, informatica forense)

Docenza annuale in materia di privacy e diritto dell’internet (diritto delle nuove tecnologie), cybercrime esami e
correzione tesi e compiti scritti

Dipartimento di informatica dell’Universita La Sapienza, Roma - via Salaria

Docenza

2005 —al 2018

Docente corsi di formazione in materia di privacy e cybercrime presso Ente Ospedaliero di livello nazionale per
conto di societa di formazione del personale

Docente lezioni e supporto di consulenza legale

Diverse societa di formazione (si veda elenco allegato) e societa private per corsi in sede (anche in ambito
sanitario e ospedaliero (tra le altre, ALS di, Torino, Padova, Parma), Casa Sollievo della Sofferenza (Ospedale di
Padre Pio), Associazione Columbus (Roma)



Date

Date

Lavoro o posizione ricoperti
Principali attivita e responsabilita
Nome e indirizzo del datore di lavoro

Tipo di attivita o settore

Istruzione e formazione

Date

Titolo della qualifica rilasciata

Nome e tipo d'organizzazione
erogatrice dell'istruzione e formazione

Livello nella classificazione nazionale o
internazionale

Capacita e competenze personali

Madrelingua(e)
Altra(e) lingua(e)
Autovalutazione

Livello europeo (*)

Inglese

Capacita e competenze informatiche

dal 1 febbraio 2002 all'8 giugno 2002

partecipa settimanalmente e con profitto come discente al Master "Il diritto dell'Information Technology" tenuto
dall’Universita LUISS Management di Roma conseguendo il relativo attestato.

Dall’anno 1996 all’anno 2000 circa

Magistrato onorario presso il Tribunale penale di Roma (funzioni di Vice Procuratore Onorario d’udienza)
Magistrato Onorario
Procura della Repubblica di Roma — Tribunale penale di Roma — P.le Clodio, Roma

Giuridico — penale

07/07/1992

Laurea in Giurisprudenza

Universita La Sapienza di Roma

Laurea

Avvocato esperto in diritto delle nuove tecnologie, privacy, cybercrime e sicurezza. Sia in ambito giudiziale sia

stragiudiziale.
Penalista esperto di reati informatici e investigazioni informatiche con venticinque anni d’esperienza gli ultimi 20

anche in materia di consulenza aziendale nel campo della protezione dei dati informatici.

Consulente ed esperto in assistenza giudiziali e stragiudiziali in materia di privacy, diritto delle nuove tecnologie e
dell’internet, diritto penale dell'informatica, proprieta industriale e intellettuale e e-commerce, e-governement dal
2005 ad oggi per societa ed Enti pubblici e privati.

E autore di numerose pubblicazioni, libri e articoli su diritto penale dell’informatica, computer forensics, privacy,
commento e note a sentenza su riviste giuridiche qualificate;

Italiano

Comprensione Parlato Scritto
Ascolto Lettura Interazione orale Produzione orale
Utente
A2 Utente autonomo A2 Utente autonomo A2 Utente autonomo A2 Utente autonomo A2 autonemo

Ottima conoscenza delle applicazioni standard quali pacchetto Office di Windows. Ottima conoscenza dei
principali elementi di base dell'informatica.



Pubblicazioni (a richiesta si fornisce elenco)

All. elenco Corsi di formazione in materia di Data protection e Cybersecurity, intelligenza artificiale nonche:

Allegati nel Cd rom (su richiesta)
aspetti giuridici delle nuove tecnologie, nonché elenco nomi delle societa alle guali I’avv. Prof. Stefano Aterno ha

formato il personale dipendente;

Dichiaro sotto la mia responsabilita che, quanto riportato nel mio CV corrisponde al vero ai sensi e per gli effetti degli articoli 46 e 47 del DPR 445/2000, consapevole
della responsabilita penale per il rilascio di dichiarazioni mendaci prevista dall’articolo 76 del predetto D.P.R.
Autorizzo la pubblicazione del presente CV per gli usi consentiti dalla legge.

Prof. Avv. Stefano Aterno

Roma, 20 aprile 2025
e Qo



In collaborazione con
0 Attestato di Superamento — =]

ITH U M Si attesta che _—

(tstorh
erenmaman Stefano Aterno
Codice Fiscale: TRNSFN66L03H501R

Ha frequentato il Corso Ufficiale e superato I'Esame di Qualifica come

Auditor/Lead Auditor ISO/IEC 42001:2023

Sistemi di Gestione per I'Intelligenza Artificiale
dal 10 ottobre al 8 novembre 2024 - per un totale di 40 ore

Argomenti principali:

e [SO/IEC 42001:2023 e [SO/IEC 23053:2022 e [SO/IEC TR 24027:2021
e [SO/IEC DIS 42006 e [SO/IEC 23894:2023 e [SO/IEC 17021-1:2015
o [SO/IEC 22989:2022 o [SO/IEC 5338:2023 e [SO 19011:2018

Docente: Fabrizio CIRILLI

Marco CIAMPI Fabrizio CIRILLI

/%%/‘ ol e

\ | contenuti formativi del corso e il relativo esame finale sono
= riconosciuti ai fini dell’iter di certificazione di AICQ SICEV . .
Certificato N° ISO-42001_11/24-1649 SICeV corso qualificato con il numero 413 del Registro Corsi di AICQ SICEV | thum. It




Professional Evaluation and Certification Board

This document certifies that

Stefano Aterno

Has successfully completed- the training course

ISO/IEC 27001 Lead Auditor

This certificate is valid for 31 Continuing Professional Development (CPD) credits

Held at: Grottaferrata, Italy PECB _ .
Course completion date: October 26, 2012 7275 Sherbrooke East, Suite 32
CP 49060, Montreal, QC

H1IN 1HO, Canada
training@pecb.org Training Manager



mailto:training@pecb.org
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ORGANISMO DI CERTIFICAZIONE

CERTIFICATO DI COMPETENZA

CERTIFICATE OF COMPETENCE
CERTIFICATO N°/cerriFicate No. 2770/20

Si attesta che
We declare that

Nome e Cognome Stefano Aterno
Name and Surname

Data di Nascita 3 luglio 1966
Date of birth

Codice fiscale TRNSFN66L0O3H50IR
Tax code

risulta certificato come
is certified as

DATA PROTECTION OFFICER

IN ACCORDO ALLA UNI 11697:2017, ALLA PRASSI UNI PDR 66:2019,

AL REGOLAMENTO (QI 60 01 00A) ED ALLO SCHEMA REQUISITI (QI 60 01 014) KHC
According UNI 11697:2017, to UNI PDR 66:2019,
to KHC Rules (QI 60 01 00a) and requirements Scheme (QI 60 01 Ola)

Ne di Reg.[No. Reg. DPO2770

per I'Organismo di Certificazione

Luogo e data 1¢ emissione Data di aggiornamento for the Certification Body
I*Issue place and date Lpdating Date KHC — KNOW HOW CERTIFICATION SR.L.

A SOCIO UNICO
2020-07-17 2024-07-15

K)J%.;L Sz

Legal Representative
Data di Scadenza Valeria Bruno

Expiring date
ACCREDIA ‘¥
2028_ 07_ ] 6 L'ENTE ITALIANO DI ACCREDITAMENTO b i

LA VALIDITA’ DEL PRESENTE CERTIFICATO

DOVRA’ESSERE VERIFICATA TRAMITE PRS N° 68C

REGISTRO SU WWW.KHC.IT. Membro degli Accordi di Mutuo Riconoscimento
THE VALIDITY OF THIS CERTIFICATE MUST BE TESTED EA, IAF e ILAC

BY REGISTER ON WWW.KHC.IT. Signatory of EA, IAF and ILAC

Mutual Recognition Agreements

La certificazione di competenza ha durata quadriennale.
La validita della certificazione € subordinata a mantenimento annuale ed a rinnovo prima della scadenza della stessa.
The certification of competence shall be four years.
The validity of certification is subject to annual maintenance and must be renewed before its expiry.

© KHC KNow How CERTIFICATION - QM 10 00 03a- Rev. 19



Il personale Certificato KHC & tenuto a portare a conoscenza dei propri Clienti i contenuti delle Norme Deontologiche KHC che ha sottoscritto.
KHC vigila sul rispetto di dette Norme e sul mantenimento della competenza nella mansione dellintestatario secondo Regolamento e Schema KHC applicabili.

KHC certified Personnel has to make its customers know about the contents of the signed KHC Deontological Rule. KHC watches over the respect of the Deontological
Rule and over the competence maintenance of the Holder assignment, according to the applicable KHC Requirement Scheme and Rules.

© KHC Know How CErTIFICATION - QM 10 00 03a - Rev. 19
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SUSTAINABILITY DIRECTION

CERTIFICATO DI COMPETENZA N° DPO2770/2020

CERTIFICATE OF COMPETENCE

S| ATTESTA CHE/'WE DECLARE THAT

Nome e Cognome / name and surname: STEFANO ATERNO

Data di nascita / date of birth: 03/07/1266

Codice fiscale / tax code: TRNSFNG66L03HS501R

RISULTA CERTIFICATO COME
IS CERTIFIED AS

Data Protection Officer

in accordo alla UNI 17740:2024, alla prassi UNITS 11945:2024,
al regolamento (Ql 60 01 00a) ed allo Schema requisiti (Ql 60 01 01a) SUSTAINY

According UNT 177402024, to UNYTS 1945:2024, to SUSTAINY Rules (Q) 80 O 0Da) and requirernents Scharme (Qf 60 01 0la)

Per L'Organismo di Certificazione
For the Certification Body

m@m [Srms

Valeria Bruno
(Presidente del C.d A

PRIMA EMISSIONE
FIRST ISSUE
2020-07-17

DATA DI AGGIORNAMENTO
UPDATING DATE
202503-31

DATA DI SCADENZA
EXPIRY DATE
2028-D7-18

L2 walldia del precands pertifioatn dowrs scoars vertfioats
tremis ragictro cu www. ko H.

The validity of s cerdicale mest be tested
by resgisier on www khc L

Certificazions emessa
da Sustainy con la sua
business unit “KHC"

Vi'a
H

SUSTRAMABILITY IRECTION

©Sustainy 5.r.l. a Socio unico
QM 10 00 03b - Rev. 21| 2025-02-03

Lz pertifiaazions di

“ e CER s
ol © rlt,(.-

&
T.{y‘"’,

o
a

IR
00269

ha gurala La walldia della
oerifoazione & cubordinata 3 mantenimenic annuale ad a
rinnowo prima delia coadenzs dedla checca.

T cnefication of competence sl be Far yees. The valkdy of cotcation b ntjed &

sl e snd el Se sermuedd Selaos B ooy

Sedi Operative: Via Giosué Carducei n®1/B — 20851 Lissone (MB)

Via Nino Bixio n®28, 85125 Catania (CT)

Sede Legale: Via Mino Bixio n*28, 85125 Catania (CT)

www.sustainy.it



CERTIFIED PROFESSIONAL

SUSTAINABILITY DIRECTION

3 Sustainy'

STEFANO ATERNO N° DPO2770
DATA PROTECTION OFFICER



WWW.ERF2025.EU

tUROPEAN z e
~ Fraunhofer

R F ROBOTICS
E 2 2 S €U ROBOTICS

STUTTGART | GERMANY
25-27 MARCH

SSTTIT

This is to certify that

STEFANO ATERNO

attended the

European Robotics Forum 2025
Boosting the Synergies between Robotics and Al for a Stronger Europe

held in Stuttgart (Germany) from March 25 to 27, 2025

on behalf of euRobotics and the Local Organising Team




Certified Information Forensics

Investigator

Stefano Aterno

Has successfully fulfilled the requirements prescribed by the
IISFA for certification and his hereby awarded this
professional designation.

In witness, there to, we subscribe and affix the badgg of the
Consortium.
j INTERNATIONAL
R
' FORENSICS Director of Certification
ASSOCIATION

Certification No. 77/1T Certification Date 23/05/2017
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